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Minister Foreword

gl dels

Governments all over the world are
increasingly viewing information and
communication technology (ICT) as a
critical element which empowers states to
better use their national resources and
improve public services delivery. The
international call for governments to
respond to standards of accountability,
transparency and participatory governance
has highlighted considering ICT as an
essential ingredient of ‘good governance’
and as an engine for sustainable
development and growth.

Within this context, the Office of the
Minister of State for Administrative Reform
(OMSAR) in charge of, since its inception
in 1994, to develop plans and design
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solutions based on the latest developments
in information and
technology and its implementation for the
State benefit, is presenting this practical
guide as a reference tool for Software
Asset Management (SAM) in the Public
Sector. A select number of key ICT policies
and procedures for SAM and the
appropriate good practices relevant to the
processes are
along with

communication

fulfillment of these
presented in this guide
pertinent reference materials.

The Guide is intended for the use by ICT
units and concerned staff in the
government, yet its broad contents make
it suitable for all ICT or technical personnel
regardless of their employer. As such, the
Guide can be viewed as another initiative
meant to develop ICT on the National
level and in various sectors.

The CD-ROM version of the Guide
is complemented by a fully digital copy on
OMSAR'S website ( www.omsar.gov.lb )
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where updates to the various sections of
the Guide can be accessed
downloaded.

and

The production of this Guide by OMSAR
further highlights its leading role in
supporting and introducing latest ICT
development and modern institutional
reform intending to constantly provide
the Lebanese Public Administration with
the facilities and tools needed to ensure
that investment in ICT resources achieves
the required returns on one hand and to
keep track with International ICT
developments and best practices on the
other hand.

Mohamad Fniesh

Minister of State
for Administrative Reform
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Executive Summary

The Lebanese Government has undertaken
a series of initiatives over the past years to
develop policies that make use of ICT to
promote transparency, reduce its operations
cost and increase the effectiveness of its
service delivery.

The Office of the Minister of State for
Administrative Reform (OMSAR), being the
lead government entity in promoting the
adoption of ICT as a tool for administrative
development, was aiming at a process
through which the Lebanese administration
collects, organizes, accesses, analyzes, and
shares information on a scale and with
unprecedented efficiency.

Within this framework, OMSAR, in
association with Microsoft, launched SAM
(Software Asset Management) as a multi-
phased project that aims to lay down the
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foundation in which the Lebanese Public
Administration should address their
software requirements. This project also
assists in building the capacity of IT
managers by making them aware about
SAM and its applications in order to attain
lower cost with higher efficiency,
transparency and accountability. The
production and dissemination of this
Guide is considered to be a basic task in
this project.

This  ambitious  project strives for
eliminating the methods utilized in the
early days of acquiring and using software
applications and for replacing them with a
scientific and systematic approach derived
from international standards and best
practices.

This new approach introduces an effective
management plan to address asset
acquisition, use and disposal. It considers
that ICT, with its hardware and software
components, must be managed throughout
their lifecycle like other valuable assets in
order to achieve its potential benefit. More
importantly, by knowing precisely what
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software assets exist on the network,
decisions based on solid information can
be made with regard to all future software
procurement which additionally places the
administration in an excellent position
when negotiating future ICT purchases.

This Guide is intended to be used by
various ICT units within the Public Sector
and by other technical personnel who will
benefit from the procedures and guidelines
therein.

In its initial phase, the project aims at
distributing this Guide in a printed format
with a CD-ROM attached. Also, the
content of this Guide will be placed on
OMSAR'’s website ( www.omsar.gov.lb ).

OMSAR will be committed to follow up
on the usage of the Guide by the
departments in the Public Sector and shall
use all feedback and commentary to
enhance and update the initial material
produced in it.
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Requirement Definition Policy

a) Introduction

This is a general policy and it must
be modified in order to meet (Entity
Name)’s internal procedures.

This policy is not software vendor
specific and it applies to all types of
software (programming software, system
software, application software, inventory
management software, utility software,
data backup and recovery software, etc...)

This is the phase during which the
requirements for a new application are
gathered, based on the business needs
of the organization. It covers business
functional and technical requirements
to enable (Entity Name) to minimize
the cost to acquire and implement
the right solutions whilst ensuring
that they enable the organization to
achieve its business objectives.

14

Aecielt (i

Ll ol e Lol cmy ale Aubw ola
(3o19¥ @ul) J AL alel 2 Y

Gelali s dusme el ke Gl ¥ Aulidl s
el Rumgiall gl ) gal ol gl e Lo
anyimall 3300 gl il gl Aalas¥l
Ghlan¥l dainll mely alamia¥l gl
(el ccliladl 303yl

ala b res Lgd @i Ul Al ol o o2a
S Lol sy woe Gl @i 2eyL
Ao sall it Al dladl alalasyl
o) onSenl M1 Ay Al Jleed
Jsloull 30d8 e Jpumnll S JuU35 cye (550531
Gediz (e Lalaiall (S5 Lgil less pa Auliall
Ll Lgal aal



i. Overview dole domal .\
Requirements specification ensures the Al @l ey eldlaiall cilaslge s o)
delivery of an operak?le and manageéble s o3 ygllaall Aadogll yagy @Sxtlly Juaall
system which provides the required oLt
functionality under all situations. =
. ier o Sldlaiald Olaw)
b) Requirements Specification = Clasise (¢
When selecting a software package o+ JS&5 el Os degems JL&B“W e
those detailed requirements are a (@i cdla) 263 dealius Lleaatl eldlagdl

valuable input for the RFP (Request for ] o9 all
Proposal). USSP
e System Availability ‘uj,n olele ©
o Supfport Hour; LY @l o
¢ Performance Requirements s
e Troubleshooting Ll ésu?” f’b‘ :
e Recoverability and Data Integrity bladl dalssy P ¢
e Reliability bl
e Manageability 851281 B Alggudl o
e Backup and Recovery SBLdl 31 yrly Eblan Yl gl o
e Performance Yl e
e Scalability Gl e
o Icnstz;!latio;\. Rec;{uirer.‘nents . il ol o
e Configuration Requirements S e
e Maintainability Requirements ‘J“"Jl HL'%IM‘ ¢
e Localization / Internationalization . Blaatl ‘_'L“u““ ¢
Requirements Jroad! clillaia /3a12Y @
* Documentation Requirements sl wldlie @
* Monitoring Lalyall e
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Software Acquisition Policy

a) Introduction

This is a general policy and it must
be modified in order to meet (Entity
Name)’s internal procedures.

This policy is not software vendor
specific and it applies to all types of
software (programming software,
systemsoftware, applicationsoftware,
inventory management software,
utility software, data backup and
recovery software, etc...)

i. Overview

(Entity Name) recognizes the
importance of the legal and ethical
use of software licenses by ensuring
that all software packages (Entity
Name) purchases are legal and
appropriately accounted for.
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b) Software Acquisition Steps

1. Requesting Software

Determine your software business
requirements and work with the IT
department to translate business
requirements into a high-level design
specification for software acquisition
(see Requirements Definitions Policy).

Obtain the approval of the requesting
department manager and IT manager
on the gathered requirements.

2. Purchasing Software
In case of proprietary software,

The policy guidelines for acquiring new
application software are as under:

»If the required software price
doesn’t exceed purchasing price
threshold (Amount) (e.g 5 million
LBP), the requesting department
sends the completed purchase
order (PO) requisition to the IT
Department for verification and
approval. If changes are necessary, IT

17

Eﬁ‘).‘d‘ ;CC&!&!_;&:’- (ﬂ,’

ol il

Jardl @ 5 el Jadl oldlate sy camy
aldlie Zex 1) clegleddl LaglpiSs @ud oe
(Sllbarall sy’ Tl 1,31) ol ol cLidY
Slasleal LaslslSs @ud juaey cdlall @uuan
Lo © 3l ldlazall Sl

ol s i X
LSl Al el al yull 3ty

dantall el sl e Jpenmel Zugn g2ll Ll
o LS o B!

A Bygllaall el pdl e dslay o 5 Leis <
5ad Sl © ia) (aeall) I3l e
ol by Beamadl 35081 s (Rl
laglaall Lixglyi€s 35050 M jamiall ol 2
CilS Jlo b lgde 2ablgally Lgie Gaxill
LaslslSs @ud asii g @bl



Departmentwill contacttherequesting
department.

» The IT Department sends the approved
purchase order requisition to the
Purchasing Department where it is
processed.

»If software price exceeds the
purchasing price threshold (Amount),
the Procurement Department must
prepare a Request for Proposal (RFP);
otherwise IT department selects a
vendor and executes the purchase
order.

» The RFP is advertised.

» The Procurement Department will
receive all the responses to RFP for a
close scrutiny.

» After examining the RFP response, the
Procurement Department must short-
list (number) vendors whose product
is considered to be close to meeting
most of the business requirements.

»If possible the vendors should be
asked to arrange on-site Vvisits to
demonstrate the use of their products.
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These on-site visits should focus to get A Lolal Jex cilagles
information on the following points:

e Reliability: Is the product reliable?

e Commitment to Service: Is the Sl
vendor responsive to problems with ~ Jbe Sl camivn Ja deuslly al3adyl o
the product? Can he deliver on  :slogll adaiw Jo Spiiedl ga JSLaed!
time? Salmall el Lo asbel 3l

* Customization: Has the vendor .. riall Joaay gLl C‘E-J"‘ cdaaaill o

customized the product in time and ;. g L2y Simall cBgll L X
within the estimated cost? ; .
§ o)._\.}.;d‘

s L1 ey S 1@LaN GILall gl @
§ale 5yubag 5

12 Lle slaell oSay Ja 3,lasmll /4300 o

Financial Standing: Has the vendor
good reputation and financial
strength? ) B *
Training & Support: What is the L‘;‘)}éf“‘:ﬁ"‘ Le "‘L.:i‘m pelly oyl e
level of user satisfaction on training ~ p=ae!l eeadly cooudll Gle Guansiad!
and support given by the vendor? SEldl Ud e

» Based on the response of RFP & the . - o (e Toom
site visits, the Head of Procurement ua};ﬂ-” e ;“l%‘w.@‘lww uﬂ: ]
Department and the Head of IT (=2 o= psi dslall bl Gley
Department decide on the final — cleslacdl LaglsiSs @ud (udyy b aiall
selection of a vendor. Sl ujLe-J‘ SLaay5is 5\'“':3-.'

» The last step in the software L . )
acquisition process is to negotiate and ¢ eelodl oLid] dulas (o 30V Bglall

sign a formal service level agreement  (guus jLﬁL sle Lew) @55311, kil
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(SLA) with the vendor. This must be
done by the Procurement Department
before releasing any payment to the
selected vendor.

When considering open source
alternatives, first consult with the IT
Department regarding the rights and
responsibilities conferred by the
particular open source license or
code-sharing agreement associated
with the solution. IT Department then
proceeds to acquire the open source
software.

Software provided as grant or
purchased by another party must be
escorted by all significant licensing
information and delivered to the

Purchasing department for
processing.
Procurement Department maintains

and manages all contracts, licenses and
proof of entitlements. IT department
must have access to all licensing
information in order to maintain
software inventory, review entitlements
and verify with software
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Receiving Software Policy

a) Introduction

This is a general policy and it must
be modified in order to meet (Entity
Name)’s internal procedures.

This policy is not software vendor
specific and it applies to all types of
software  (programming software,
system software, application software,
inventory managementsoftware, utility
software, data backup and recovery
software, etc...)

i. Overview

The purpose of this document is to
outline the steps we need to take in order
to ensure that all purchased software is
properly received and its information is
processed into our inventory tracking
system and all documentation of ownership
is properly stored and maintained.
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b) Receiving Software

When the item(s) is/are received, the
IT Department follows (Entity Name)
Check-In Procedure to ensure the
software is included in the software
inventory. (see software check-in
checklist.pdf)

IT department enters the software into
the inventory database including the
following details:

e Software Description
Software Type

Software Serial Number
Date of purchase

Date of delivery

Supplier

Proof of license reference
License Types

Number of licenses entitled.

Receipt of software must be verified
on the purchase order by the assigned
personnel or committee.

The purchase order is sent to the
accounting department escorted with
the invoice to process payment.
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Software purchased and downloaded
from the internet must be burnt on CD/
DVD and escorted with their licensing
information, serial numbers, and any
other significant material to be stored
at the remote storage location.

The IT Department maintains such
copies of media and documentation
as needed to support our systems in a
central on-site repository. All remaining
original and backup disks and all
original licensing documentation, keys,
and manuals are stored offsite in a
fire/water proof safe at the following
location:

e (Address 1)

e (Address 2)

i. Distributing Software

After the check-in process s
complete, IT Department will contact
the requesting department to

schedule software installation.

IT will require the following information
for each employee who will receive the
software:
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e Name
e Email Address
e Phone Extension

If software needs to be reinstalled,
contact IT Department to perform the
reinstallation.

ii. Software Documentation

Copies of the End User License
Agreement (EULA) and manuals will
be made available to the
department(s) receiving the software.

If, at any time, an employee needs a
copy of software documentation, the
IT Department will provide the
documentation.
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Software Installation Policy

a) Introduction

This is a general policy and it must
be modified in order to meet (Entity
Name)’s internal procedures.

This policy is not software vendor
specific and it applies to all types of
software  (programming software,
system software, application software,
inventory management software,
utility software, data backup and
recovery software, etc...)

i. Overview

This policy applies to all of the organization’s
machines, and sets the required procedures
to install additional software to (ENTITY
NAME) machines.
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b) Policy

i. Software Installation

Authorized software installation should
be performed as a centralized process
through the IT Department. No additional
software may be installed on any
machine without the approval of the IT
Department. Installation of unauthorized
software could result in either making the
computer system unstable, unsecured or
subjecting the organization to additional
licensing liabilities.

Software Installation Request Process:

1. Requester has to fill out the
following Software Installation
Request Form and submits it to IT
Department.

. The form has to be approved by
the Department Manager in order
to be acted on.

. In case of new software, it has to
first be tested and validated for
installation on (ENTITY NAME)
computer systems.
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4. IT Manager approves the Installation
Request Form.

5. Software asset inventory is checked
for license entitlement.

6. Software installation is completed in
the same order as received.

7. If existing, software manual and or
training material is delivered to the
requesting department.

8. Software asset inventory is updated.

Risks of unauthorized software
installations

a) Software licensing

One of the primary reasons
why it is important to prevent
unauthorized software installations
on workstations is because of tricky
software licensing issues.

b) Increased support costs

Users are also not allowed to install
applications of their own as this
will result in great increases in
support costs.
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¢) Malicious software

Another reason for not allowing
software installation is because of
the threat of malicious software.
There are two different types of
threats that should be considered
when it comes to malicious
software. One is malicious software
that is piggybacked onto legitimate
software. The Internet is chock-full
of freeware applications that are
bundled with adware or spyware
modules.

The other type of malicious software
is the type that gets installed
without the user's knowledge or
consent.

d) Other vulnerabilities

One last reason why a good software
installation policy is important is
because unauthorized software can
increase the chances of the system
being exploited. There is a standard
of computing that states that the
greater the amount of code that's
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executing on the system, the better
the chances that the code will
contain at least one critical security
vulnerability.
iii. Auditing
The IT Department has the right to
audit all (ENTITY NAME) machines for
unauthorized software installation.
The IT Department will on random
basis select a set of computers to check
for unauthorized software installed
into the machines. The audit is done on
random dates and random machines. In
case unauthorized software was found,
the software will be automatically
uninstalled and the user will be warned
of repeating the action. Results of the
audit will be documented and kept for
each audited machine.
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Software Use Policy

a) Introduction

This is a general policy and it must
be modified in order to meet (Entity
Name)’s internal procedures.

This policy is not software vendor
specific and it applies to all types of
software (programming software,
system software, application software,
inventory management software,
utility software, data backup and
recovery software, etc...)

i. Overview

(Entity Name) recognizes the
importance of the legal and ethical
use of software assets. This document
provides guidelines for employees
to follow to ensure that we are both
legal and ethical in the use of our
software assets. All software assets
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are for business use only and should
not be used by employees for personal
interests.

b) General Policies

(Entity Name) has acquired fully
licensed copies of computer software
from a variety of publishers and
vendors. Licensed and registered
copies of software programs are
placed on computers within (the
Entity) and appropriate backup copies
made in accordance with the licensing
agreements and (Entity) policies. No
other copies of this software or its
documentation can be made without
the express written consent of the
software publisher and (Entity Name).

i. Software from Other Sources

(Entity Name) will provide copies of
legally acquired software to meet all
legitimate needs in a timely fashion
and in sufficient quantities for all of
our computers. The use of software
obtained from any other source
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(e.g. downloaded software, pirated
software, cracked software, etc...)
could present security and legal threats
to the (Entity), and such use is strictly
prohibited.

ii. Additional Copies

In some cases, the license agreement
for a particular software program may
permit an additional copy to be placed
on a portable computer or home
computer provided only one user uses
both installations. Employees will not
make such additional copies of software
or documentation for the software
without the approval of (Entity Name)
IT Department. When legal, approval
will be granted for such installations
when there are valid business reasons.

iii. Unauthorized Copies

The unauthorized duplication of
copyrighted software ordocumentation
is a violation of the law (Law on the
Protection of Literary and Artistic
Property No. 75 of April 3, 1999) and
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(Entity Name)'s policy. Employees
should not make, acquire or use
unauthorized copies of computer
software or documentation.

iv. Internal Controls

(Entity Name) reserves the right to
protectitsreputation anditsinvestment
in computer software by enforcing
strong internal controls to prevent the
making or use of unauthorized copies
of software. These controls may include
periodic assessments of software use,
announced and unannounced audits of
(Entity) computersto assure compliance,
the removal of any software found
on (Entity Name)property for which a
valid license or proof of license cannot
be determined.
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[ B Software Maintenance Policy

a) Introduction

This is a general policy and it must
be modified in order to meet (Entity
Name)’s internal procedures.

This policy is not software vendor
specific and it applies to all types of
software (programming software,
systemsoftware, applicationsoftware,
inventory management software,
utility software, data backup and
recovery software, etc...)

i. Overview

The purpose of this policy is to ensure
computer systems attached to the
(ENTITY NAME) network are updated
accurately and timely with security
protection mechanisms (patches) for
known vulnerabilities and exploits.
These mechanisms are intended to
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reduce or eliminate the vulnerabilities
and exploits with limited impact to the
business.

This policy applies to all (ENTITY NAME)
employees. Any other parties, who use,
work on, or provide services involving
(ENTITY NAME) computers, technology
systems, and/or data will also be subject
to the provisions of this policy.

b) Policy

1. All networked devices will be patched
with vendor provided operating system

security patches.

. These patches will be downloaded to a
central server and then deployed to all
other machines assoon as the appropriate
testing is completed by (ENTITY NAME)
IT Department.

IT Department must first apply
new patches on an isolated testing
environment to make sure that they
don’t cause malfunction or system
breakdown.

After passing the testing process,
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3.

Ul

. (Windows

patches get approved by the IT
Manager for direct deployment.

New devices must be patched to the
current patch level, as defined by the
operating system vendor, PRIOR to
the device being connected to the
production network.

System Update Services
(WSUS) or System Center and
Configuration Manager (SCCM)) is
used for downloading, installing
and distributing windows updates
automatically.

. (Tool Name) (e.g ManageSoft, Opatch,

Microsoft SCCM with Quest Extensions)
is used to install (non-Microsoft
products’) patches and updates into
servers and client computers.

. Log for patches must be maintained

on the central server for tracking and
monthly security review checks.
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Software DisasterRecovery Policies

a) Introduction

This is a general policy and it must
be modified in order to meet (Entity
Name)’s internal procedures.

This policy is not software vendor
specific and it applies to all types of
software  (programming software,
system software, application software,
inventory managementsoftware, utility
software, data backup and recovery
software, etc...)

i. Overview

(Entity Name) recognizes that software
is a major tool for all of our lines of
business. As such, certain steps need
to be taken to protect our investment
and ensure maximum continuity of
function in the event of a disaster. This
plan provides an overview of the steps
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necessary to protect this important
part of our business.

b) Inventory

The first thing we have to know is
what software we have licenses for.
To achieve this goal we will need to
maintain a central inventory of all
software licensed by the organization.
In order to ensure that inventory data
is maintained and kept up to date,
we will enter all new software into
the system upon arrival. We also will
conduct regular audits of the system to
verify continuing data integrity. Lastly,
we will ensure that a full copy of our
inventory data is maintained offsite
and updated regularly.

The entry of new software into the
system will occur as part of a standard
software check-in process. This
check-in process will be performed
before newly arrived software s
disseminated for use. This will allow
us to ensure that no software is
installed without first being entered
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into the inventory system. This will
also provide an opportunity to protect
proof of ownership documentation
and installation media as outlined
elsewhere in this document.

Regular audits are keys to maintaining
the integrity and relevance of our

inventory data. We will perform
quarterly spot checks to verify
inventory counts on a randomly

selected cross section of our software
and use the resulting counts to update
our inventory. On an annual basis
we will conduct a full inventory and
compare the results to our existing
inventory data, spot-checking for any
inconsistencies.

We need to maintain an offsite copy of
this data to protect ourselves in the event
of a disaster that destroys our on site
records. This data should be updated on
a regular basis to ensure consistency. At
a minimum, the offsite copy should be
updated whenever an inventory audit is
completed. This copy should be housed
at a safe location that several people
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at the organization can gain access to.
This will prevent dependence on any
one person for access in the event of an
emergency.

¢) Installation Media

Software installation media also
needs to be protected in the event of
a disaster, though it should be easily
accessible to support staff as well. To
ensure safety in the event of a disaster,
we will locate copies of all installation
media in a protected, offsite location.
To provide support staff with needed
access we will also keep a central
library of installation media available
for use. The offsite repository should
be updated as regularly as possible.

One original of the installation media
for each software title should be
set aside and taken to the offsite
repository. This media (CD, user
manuals, software upgrades, etc...)
should always be an original so that
it can provide additional proof of
ownership if needed. In addition, all
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software upgrades and security patches
that are automatically downloaded to
the central management server are to
be regularly backed up and sent for
offsite storage. The offsite repository
should be updated as often as is
feasible, quarterly at a minimum. No
more than one copy of media for each
version of each software title should
be stored offsite in order to minimize
the size of the repository.

If the manufacturer permits making
backup copies, at least one copy of the
software installation media should be
filed in the central installation media

library for use by our technicians. If
copies are not allowed, additional
original media will be needed. If

we do not own several copies of the
software package, and hence several
copies of the media, additional copies
of the installation media can usually be
obtained from the manufacturer for
a small fee. Any additional copies of
the media should also be stored in the
onsite library, to give as much flexibility
to our support staff as possible.
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d) Proof of Ownership

Proof of ownership documentation
is the most important factor in
protecting the organization’s
investment in software assets. As
such, we will send the originals of
all such documentation to our offsite
repository.  We will retain copies
of this documentation in an onsite
location to assist in the event of a
software-license audit.

During the software check-in
process we will remove and retain
all documentation that pertains to
ownership of the software package.
This documentation can consist of any
or all of the following:

e End User License Agreements

e Certificates of Authenticity

¢ Purchase Invoices

¢ Bills of shipment

e Software Boxes (including CD keys,

manuals, etc...)

In case of electronic evidences,
documents have to be saved in a
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secure folder with restricted access to
only authorized users. And must be
printed and kept with other proofs of
ownership.

All of this type of documentation
should be retained. The software
boxes should be flattened to facilitate
storage and all originals should be
placed in an envelope and labeled
for offsite storage. As always, the
offsite storage should be updated
regularly to ensure the continuity of
our protection.

Whenever possible, photocopies
should be made of the documentation
and the copies should be kept onsite
in a central set of files. This onsite
set of copies will provide the proof of
ownership needed in the event of an
audit, while still allowing us to protect
our software assets if disaster strikes.
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Retiring Sortware Policy

a) Introduction

This is a general policy and it must
be modified in order to meet (Entity
Name)'s internal procedures.

This policy is not software vendor
specific and it applies to all types of
software (programming software,
systemsoftware, applicationsoftware,
inventory management software,
utility software, data backup and
recovery software, etc...)

i. Overview

Knowing when to retire your software
is just as important as knowing when
to purchase it in the first place. Just
as it's important to know exactly what
you need, what updates are available
and if you really need them, it's equally
important to know when it's time to
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getrid of the old and bring on the new. i s.us el sl 3,5 0adl Jlsa¥! Ll
The money you save can be relrwested RERE DR ER TR CPR LT
in either purchasing new applications :

or developing your own. e e liai M Hgum 53l1 Goaluall Aululdl o2a a5

This policy provides guidelines for WS ol zaln ¢l Gle Gl oy sl

retiring software and it applies to any (85051 @ul)

software that is a property of (Entity

Name). T e o Lalu ¥ (o
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When considering changing your old olgedl Gan 2331

software. Consider the following: 3501 (Aeuuah Eol ! o U A o

¢ Retire software that's old, under-used (o &St daloy & Sy Al
or over-maintained. aule

e Buy only the software that’s really Ml@aﬁ.ﬁgﬁ' ool 515
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necessary.

¢ Look for real-time results 18 pliball ALY (0 GaS
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and results, it may be time to look e 58 Lee ol o3I T 00sS0 03 a3 01
elsewhere. T ) ) h

Lailiw ALty
e Return on investment (ROI) 2 ¥lole

Sl Jladiad 03 a00Y1 Jlgal paitial
Invest the organization’s money in el Jl ¢ 2L Jlse :
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replacing the old software if you
expect it will facilitate the business
process and save more money.

User requirements

If it delivers exactly what users are
demanding. So spend some time to go
through the requirements gathering
process with your users.

Ease of use

Give serious consideration to ease
of use for the end user and for your
technical staff to deploy.

Compatibility

Before buying, ask searching questions
to ensure maximum compatibility
with your existing infrastructure.
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